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This year ,,Safer Internet day” was celebrated 9t" of February.
For example it aims to make people more aware of danger
which waits on the Internet.




2. Important rules — just for your safe.

* First and most important rule:
You never know who is texting you
so don’t trust anyone met on the Internet. It means:
-don’t send anyone anything personal - for example:
your photos, passwords, home address even surnames.
-don’t try to visit someone met online —
what if he isn’t the person who told you he is?

* In situation when someone or something on the Internet
worries or scares you, make sure you’ll tell your parents about this.




When it’s necessary write whose job it is.

* First think - second send something.
Remember: when you’ll send something
“unnecessary” for sure someone will notice it.
Anything can not be deleted from net.
There’s always a chance that someone saved

or copied it.




4. Risk — be careful!

In the Internet we can notice many suspect things and we must be aware of them.

 The computer programs which aim is spying you, are called “Spywares”.
These programs collect information about the user and send it without
the user's knowledge to author of program.

 “Trojan” is a term for software which pretends
to be interesting or useful for user but in reality

it can hack our computer and steal important

information.




e Seven people in he world have “Internet keys”
- electronic cards with a part of the code written down,
which allows you to restart the Internet.
If it comes to global hacking check the guards are called

to a base in the United States where they all activate the keys.
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